Delegation from Kingdom Of Sweden
Position Paper for the General Assembly

The topics before the General Assembly are Artificial Intelligence and the International System and
Cybercrimes and Human Security. The Kingdom of Sweden is looking forward to with other fellow
Member States to address these issues.

I.  Artificial Intelligence and the International System

It is important for Sweden to be the world leader in harnessing in opportunities that is offered by digital
transformation in the international global. As the Al starts to becoming more for use for Intelligence to
monitor for safe use and protect the Swedish people to improve economic growth with using more Al in
Sweden and boost more intelligence from threats from like Turkey and Russia. Sweden urges that all
members must use more Al to boost the increase of intelligence in the international system.

Safety measures should be in place for using the artificial intelligence to use property within the Swedish
sociery. It can strengthen Sweden’s position as a global trade parenter in the European Union and the
world with using Al as a positive way rather than using it for abuse of power. Sweden supports the
develpoing of artifical intelligence with regulatory frameworks and guidelines in the EU and it is very
important for Sweden to take part as an active role for using Al in the European Union to a leader of
artificial intelligence on the global stage.

There needs to be recommendations if Al starts to become an risk to Sweden and the world. Sweden
plans to use Al in the domestic market to boost partnership with other countries in the world. For the
context the European Union is an important state with using Al for security interest to protect its citizens
from threats between countries outside Sweden to improve safety to its citizens .

Il. Cybercrimes and Human Security

Sweden has one of the most connected countries to combat cybercrimes and human security threats with
the ongoing Russia’s Invasion of Ukraine 2 years ago. On December 2020, the Swedish government
annocunded the formation of a National Cybersecurity Center, led by the four authorities: Swedish Civil
Contingencies Agency (MSB), Swedish National Defense Radio Establishment (FRA), Swedish Armed
Forces and Swedish Security Service (SAPO) to protect the Swedish government and its citizens from the
rising threats of terrorism. It is very important for Sweden to counter threats because the impacts on the
Swedish population that uses the internet and putting people at risk because the risks of terrorist attacks.

Sweden is improving national cyber security to prevent threats from Russian cyber attacks with the war in
Ukraine going into its 3rd year in 2024 on the internet. The protection secruity helps to taken measures for
protecting the Swedish government and the citizens from cyber attacks like espionage, sabotage, terrorist
activties like ISIS and other crimes that pose a threat to Swedish society and the European Union. Its very
important for Sweden to protect its democracy and citizens from these threats came to foreign countries

in the world.

Sweden is continuing to protect the Swedish population with the rise of the cyber attacks on the internet
that the people use everyday in their daily lives in Europe. The Kingdom of Sweden complacts with the
international treaties like Ad Hoc Commitee that was established in 2019 to defend human rights from
cybercrimes and threats to its population in Sweden and the negations started in 2022 and it was later
disscued in august 2023, which it drafted sometime in 2024. These treaties are important because they
help to protect Sweden from further attacks by using cybercrimes that harm human security in order to
improve Swedish security by cracking down on the threats that impact the Swedish government by using
good security to tackle cyber attacks in the near future.






